
Meeting Summary

Illinois Integrated Justice Information System
Homeland Security Workgroup Meeting

March 15, 2004

• Call to Order/Introductions: Chairman Ken Bouche called the meeting to order at 9:20 am and
asked everyone to introduce themselves.  The following were in attendance:

Bacon, Dan Griffiths, Karen Mullen, Patrick
Bouche, Ken Grogman, Chad Myrent, Mark
Cates, Carol Hickey, James Seyller, Deb
Christensen, David Jesernik, John Slonim, Scott
Drish, Skip Kirby, Kate Verduin, Tina
Fields, Paul Lonbom, Kirk Walsh, Bill
Folliard, Thomas McCaffrey, Denise Walsh, John
Gibbs, Carol McCanna, Karen Levy

• Meeting Overview: Chairman Bouche discussed the purpose of the Homeland Security
Workgroups.  Our focus is on improving information and communication capabilities to anticipate,
deter, and respond to homeland security threats.  We will break into the following  two
workgroups to develop scenarios for information sharing:  1) Prevention and 2) Response.  We
need to determine the type of homeland security event(s) we will focus our scenario on and then
describe it. 

• History of IIJIS: Chairman Bouche discussed the IIJIS Strategic Plan, endorsement of the plan
and creation of the IIJIS Implementation Board by Governor Blagojevich, and focus of the IIJIS
Subcommittees.  The IIJIS Strategic Plan, meeting summaries, etc. are available on the IIJIS
website at: www.icjia.state.il.us/iijis.  If anyone would like to set up an appointment to review the
IIJIS documentation, please contact Carol Gibbs at 312/745-5049 or email:
carol_gibbs@isp.state.il.us.

• Homeland Security Scenario: Chairman Bouche discussed the handout “Scenario for
Information Sharing in Illinois”.  The IIJIS Planning Committee created this scenario for the adult



arrest.  We will use the same format to build the Homeland Security Scenarios.  The scenario
planning methods will identify the future functions, range of information exchanges and interactions
needed among public safety and private partners to prevent and respond to a Homeland Security
event.  Once developed, current and planned technology for public safety information and
communication systems can be validated against Illinois’ scenario to identify the gaps that exist
today between justice agencies, emergency responders, medical personnel, etc.

 
• Homeland Security ConOps: The handout “Illinois Integrated Justice Information Systems

(IIJIS), Concept of Operations for an Illinois Homeland Security Scenario” provides the
overview, purpose, scope, method, participating agencies, and expected outcomes of the
Homeland Security Scenario.  It was suggested that we need more concrete examples of
outcomes.  Carol Gibbs discussed more concrete examples of those outcomes.

• Types of Homeland Security Attacks/Incidents:   The committee identified the attached “types
of threats/incidents” and “types of targets”.  We will review this list at the next meeting and
determine what type of Homeland Security event the scenario will focus on.

• Committee Structure: Chairman Bouche said we need volunteers to provide leadership and
participation on the Response and Prevention Workgroups.  We need participation from STIC
experts, the ITTF, IEMA, railway police/security, private security, etc.  Committee members were
asked to send the names of additional participants to Carol Cates at: carol_cates@isp.state.il.us
or by phone 312/745-5281.

• Next Steps/Assignments: Chairman Bouche asked committee members to reach out to other
participants.  Members were also asked to email Carol Cates any tabletop exercise reports or
other relevant summaries of Homeland Security incidents or exercises.  At the next meeting, we
will identify the type of Homeland Security incident we will focus on and then break into two
workgroups to begin development of the Scenarios for Prevention and Response to a Homeland
Security Event.

• Next Meeting: The next meeting will be held on April 12, 2004, 10am - 1pm at:
Illinois Toll Highway Authority
2700 Ogden Avenue
3rd Floor Boardroom
Downers Grove, Illinois

• Adjourn: The meeting adjourned at approximately 11:30am.



TYPES OF THREATS/INCIDENTS

CBRN attacks (Chemical, industrial chemicals, biological, radiological, nuclear)
(Chemical/biological-takes time to develop, public health issue)

Conventional attacks (C4-TNT, bombs, fertilizer) (Most likely-explosion where people gather)

Coordinated random attacks-sniper

Cyber attacks (electronic attack, denial of service, worms/viruses)

Natural disasters (tornado)
---------

People 
Critical Infrastructure (Union Station)
Food/Water
Economic (Commercial, Board of Trade)

---------
TYPES OF TARGETS 

Bombs in train stations (Madrid)
Malls
Movie theatres
Sporting events
Soft targets - no security in place
Communication Centers
Ports
Airports


